
Account Set Up Guide

You should receive this email. Click the “Activate Your Account” button at the bottom of the
email.



You’ll be taken to this screen (below). Please add your first name, last name, and a
password. If this is a trusted computer, you can tick the checkbox to stay logged in for an
extended period. FutureLearn recommends ticking this box, as it significantly reduces the
number of times you will have to manually log in to your account.

If you haven’t already, please download a Two-Factor Authentication program/app. We
recommend that you download Google Authenticator on your mobile device from the Apple
App Store or Google Play Store.

When using the Google Authenticator app, follow the prompts to scan the QR code
displayed on your computer screen. Then input the 6 digit code that the app produces into
the Code box on the Looker page.



Now, every time you log in to Looker in a new session, you will be prompted for a 6 digit
code. Open the Google Authenticator app, and input the randomised 6 digit code produced
by the app for your Looker account.

SAMPLE - DO NOT SCAN

SAMPLE - DO NOT SCAN



Two-Factor Authentication is a necessary and required security measure to keep your data
safe. This means that every Looker account will need to use 2FA, without exception.


